Almost every component in a PC is susceptible to attack. The Lenovo ThinkShield portfolio is watching all of them.

**Frictionless authentication**

Eight modes of secure authentication — including biometrics, PIN, and picture passwords with Windows 10 Hello — take the peril out of passwords and credentials. Lenovo’s match-on-chip and match-on-network fingerprint readers are the most secure in the industry.

**Next-generation antivirus protection**

Cloud-based and autonomous, SentinelOne® uses AI to predict, prevent, and stop even zero-day attacks, alerting the network and rolling your devices back to a clean, known good state.

**Secured-core defense**

Lenovo Secured-core PCs boot up against a security checklist to verify integrity every time the device is turned on.

**Persistent endpoint management**

The Absolute® software dashboard delivers visibility and access to every device in your network.

Intel® Active Management Technology on the built-for-business Intel vPro® platform extends remote management capabilities to work through boot cycles or to examine the BIOS.

**Data encryption**

Whether data lives on a device hard drive or in the cloud, ThinkShield protections — including WinMagic — can encrypt it from end to end so sensitive data can be safely shared.

**Safety seals for your device**

Lenovo’s rigorous Supply Chain Security program ensures the quality of all partners in the device manufacturing process.

Lenovo devices powered by the Intel vPro® platform deliver peace of mind. Intel® Transparent Supply Chain and Intel® Trusted Device Setup ensure the integrity of components from source to factory to end user.

ThinkShield: Smarter security by design

ThinkShield is Lenovo’s security portfolio of hardware, software, services, and processes — fully customizable solutions to secure your critical data and business technology.

Lenovo recommends Windows 10 Pro for business, powered by the Intel vPro® platform.