




Protect your students
and your network

Want to learn more?

Flexible web access policy management
Set your web access policies based on granular or 
general attributes, including username, groups, time, day, 
and more. Implement user-based policies to personalize 
access down to the user or group. For example, set time and 
calendar-based rights to grant web access during certain days 
or hours, increasing productivity and reducing bandwidth usage 
during school hours.

For more information about how to keep 
students safer online, get in touch.

Contact Us

Already a customer?
Connect with our support team to get 
the most out of Lenovo NetFilter

support@lenovonet�lter.com

Powerful application access policy settings
Manage student access to leading web applications, including 
Facebook, Twitter, Flickr, YouTube, LinkedIn and more. Set your 
own criteria for access based on user, group, applications, 
and postings.

Zero-day cyber threat protection
Help detect and stop both known and zero-day malware threats 
such as viruses, spyware, phishing frauds, and other forms 
of malicious code.

Designed to work with existing IT
Lenovo NetFilter makes implementation and usage 
easier by integrating with LDAP, Active Directory, 
eDirectory, Radius, Captive Portal, Transparent 
authentication options, Microsoft IIS, Authenticated 
Redirect Portal, Single Sign On (SSO) for Google, 
and Microsoft.

Support K-12 IT administration globally
Multilingual support with categorization in over 
40 languages. Additionally, the interface can be 
set to over 7 languages.

Faster and more reliable web �ltering
Lenovo NetFilter gives school IT teams the tools 
they need to help mitigate threats to school 
and home networks, devices, student data, 
personal safety, and beyond.


