
      

YOU’RE NOT A BABYSITTER: 
EASILY PROTECTING & 
ENABLING THE END USER
You can’t always trust users to know the right thing to do. Nor can you 
oversee their every move. But you can trust ThinkShield to provide a 
pleasantly unobstructive and secure user experience without making 
more work for IT admins.

Learn more at www.lenovo.com/ThinkShield.

1 Media Pro: State of Privacy and Security Awareness Report  
 https://www.mediapro.com/blog/2017-state-privacy-security-awareness-report/ 
2 Acunetix Web Application Vulnerability Report 
 https://cdn2.hubspot.net/hubfs/4595665/Acunetix_web_application_vulnerability_report_2019.pdf 
3 Lenovo Security Console 
 https://www.coro.net/lenovo_security_console 

Windows 10 Pro means business.

ThinkShield is Lenovo’s portfolio of secure Think devices, 
software, and services—fully customizable to keep your business 
ahead of dangerous breaches. Get the most comprehensive 
protection with a modern Windows 10 Pro device powered by 
the Intel® vPro™ platform.

Lenovo Security Console3

Prevents users from connecting to Wi-Fi
networks that have been identified as unsafe
with rules set centrally by IT.  

Bufferzone Sandboxing
Creates a safe, virtualized environment for
employees to work and browse in without the
fear of a wrong click compromising their
device or their credentials.

Lenovo Thin Installer & Update Retriever 
Installs critical updates and patches without
alerting the end-user or giving them the option
to forego the updates. 

Windows User Account Control 
Prevents changes to certain settings 
& preferences without administrator
approval.  

Intel® Authenticate Solution
Hardens user credentials while simultaneously
easing the log-in process for end-users. Easily
manageable for admins with up to 8 factors. 

Absolute Application Persistence
Automatically reactivates protections  
like encryption or anti-malware that 
have been corrupted or disabled by 
user activity.   

70%
of employees lack basic 

cybersecurity knowledge.1

46%
of websites have high security vulnerabilities

that an end user could never know about.2


