
Learn more at www.lenovo.com/ThinkShield.

WHAT IF YOUR COMPUTER 
WAS HACKED BEFORE YOU 
EVER OPENED THE BOX?

Manufacturing sabotage, transit 
fraud, and theft are growing 
threats to IT security. Beginning 
with a secure supply chain, 
Lenovo ThinkShield protects new 
Think devices from development 
through disposal. 

ThinkShield is Lenovo’s portfolio of secure Think devices, 
software, and services—fully customizable to keep your 
business ahead of dangerous breaches. Get the most 

comprehensive protection with a modern Windows 10 Pro 
device powered by the Intel® vPro™ platform. 

In the manufacture of Lenovo Think devices, 
every smart component comes from a secure 
supplier. Rigorous, trackable, and auditable 
security standards are built into every step of 
our secure supply chain.

Featuring Intel® Transparent Supply Chain
After devices leave our manufacturing facilities, Intel 
Transparent Supply Chain grants visibility to IT to ensure 
that nothing was changed, stolen, or tampered with 
during transit.

If your machine is in need of repair, we 
apply the same rigorous security protocols 
to devices we service in-house—only 
trusted providers are employed to service 
your machine.

After devices leave our manufacturing 
facilities, Intel Transparent Supply 
Chain grants visibility to IT to ensure 
that nothing was changed, stolen, or 
tampered with during transit.

When your machine reaches end-of-life, 
our disposal process ensures your data is 
securely wiped and all components are 
disposed of in an environmentally 
sensitive manner. You can even elect to 
keep your hard drives.1

1  Lenovo Keep Your Drive Service available at additional cost
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