
We’re protecting you 
(and your device) every 
step of the way 

Manufacturing 
Every component of a Lenovo Think device 
comes from a secure supplier. Rigorous, 
trackable, and auditable security standards are 
built into every step of our secure supply chain.

Packaging and logistics 
After devices leave our manufacturing facilities, 
Intel® Transparent Supply Chain grants IT 
visibility — ensuring nothing was changed, 
stolen, or tampered with during transit. We’re 
“fingerprinting” your device, making sure what 
we build is what you receive.

ThinkShield:  security for
end-to-end protection 

ThinkShield is Lenovo’s security portfolio of hardware, 
software, services, and processes — fully customizable 

solutions to secure your critical data and business technology. 

Lenovo recommends Windows 10 Pro for business,
powered by the Intel vPro® platform. 

Learn more at www.lenovo.com/ThinkShield.
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From development to disposal, ThinkShield 
safeguards the entire lifecycle of a device, 

layering protections for end-to-end security.

ThinkShield security includes the built-for-business Intel vPro® platform.

Comprehensive protections 
ThinkShield customizable solutions secure critical data and business technologies 

across the full spectrum of hardware, software, services, and processes.

Expert service 
Our team of trusted providers is available any 
time you need them — repairs are as secure as 
original builds.

Secure disposal 
Your data is protected even when your 
device reaches end of life. You can elect to 
keep your hard drive,1 or we can securely 
wipe the data and dispose of the device in 
an environmentally sensitive manner. 
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1  Lenovo Keep Your Drive service available at additional cost.


